**CHAPTER IV**

**CONCLUSION AND SUGGESTION**

**IV. 1 Conclusion**

Face Recognition is one of technique in information security to secure information through human face. Face recognition has several process in detecting the human face. The input image will be substracted to find the Salient Region spot. After that to compare between two images, the system will check the user specific mask and will be compared with face data in database. Face Recognition also has their own Strength, Weakness, Opportunities, and Threat that make Face Recognition Balance between in each point.

**IV.2 Suggestion**

1. Face Recognition is a good idea to store any information data but need good algorithm to secure the data.
2. Face Recognition can be used as authentication to handle the security.
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